
Data security and back up

  

Our policies have been checked by Charles Russell and corporate governance lawyers at our
major clients
 WE WILL NEVER PASS ON YOU OR YOUR CUSTOMERS’  PERSONALLY IDENTIFIABLE
INFORMATION TO ANYONE. WE WILL NOT NEEDLESSLY CLOG UP YOU OR YOUR
CUSTOMERS’ INBOX WITH COMMERCIAL SPAM. YOU AND YOUR CUSTOMERS MAY
DELETE/CHANGE YOUR INFORMATION AT ANY TIME. YOUR CUSTOMERS MAY OPT
OUT OF RECEIVING ANY EMAILS FROM YOU OR US AT ANY TIME.
 Medicine Chest takes you and your customers’ privacy and data protection very seriously.
Every effort has been made to make sure our databases are secure can only be accessed by
the you and trusted Medicine Chest staff and occasionally, trusted third parties such as Doctors,
Medical writers and IT personnel for the purpose of improving this site. 

Security and Back Up
 All confidential or private customer data is encrypted using 2048-bit next generation universally
compatible Global Sign SSL certificates as used by companies and organisations such as
Novartis, NHS, BBC , Vodafone.  Data is backed up nightly in multiple locations for security. In
addition, all repeat prescription orders and patient consent nomination forms are also sent to
you via email for additional back up.
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